
• Protect users’ inbound email from phishing, email spoofing, and malware.  Email Protection, Targeted Attack Protection (TAP)

• People-centric visibility into the very attacked people (VAPs) and the threats that impact them.  TAP, CASB

• Automatically remove malicious email from users’ inboxes based on post-delivery condemnation or end user reporting.  TRAP, CLEAR

• Authenticate email to block fraudulent messages sent from trusted domains.  Email Fraud Defense (EFD)

• Protect against the risks of using personal webmail on corporate devices.  Email Isolation

• Investigate and respond to the risks of compromised cloud accounts including internal threats sent from those accounts.  TRAP, CAD, IMD

• Allow users to browse the web while preventing malicious content from impacting corporate devices. Browser Isolation

• Fraud detection for suspicious web domain and social media accounts.  Digital Risk Protection

• Dedicated threat analyst that provides intelligence and recommendations to the specific organization.  PTIS

• Threat simulation tests user response to phishing attacks. Thousands of templates, 35+ languages, and 13 categories.  ThreatSim

• Interactive training that changes end user behavior.  Security Awareness Training

• Establish a security baseline, train employees to recognize and avoid security risks, and track progress over time.  CyberStrength

• Regular expression for email DLP. TLS email encryption.  Email Protection (RegEx)

• Built-in policies, file fingerprinting, Smart Send self-remediation. TLS fallback to push/pull encryption incl. web portal. Email DLP & Encryption

• Cloud threat protection, DLP including oversharing of sensitive data, third-party app control and Shadow IT. CASB
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